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SOLUTION OVERVIEW

Apex 
Central

Enterprise Security Suite

Enterprise Security for Endpoints and Mailservers

Deep Security System Security

Deep Security Manager

Deep Discovery Director

Smart Protection Complete

ScanMail Suite for Microsoft Exchange

ScanMail Suite for IBM Domino (Win / Linux)

ScanMail Suite for Microsoft Exchange

PortalProtect with DLP for Microsoft SharePoint

IM Security for Microsoft Lync and Skype for Business

Deep Security Multi-Tenancy

Deep Security for SAP

Log Inspection

File Integrity Monitoring

Application Control

Firewall

Intrusion Detection / Prevention (Virtual Patching)

Anti-Malware

Web Reputation

Behavior Monitoring

Sandbox Integration

Deep Security Malware Prevention

Deep Security Network Security

Deep Security 
Enterprise

Worry-Free Services XDR with EDR add-on

Worry-Free 
Remote Manager

Worry-Free Standard

Email Security Standard

Server Protect for Storage (EMC, NetApp, Hitachi, ...) 

ScanMail Suite for IBM Domino (zSeries, Solaris, OS/400, AIX)

Worry-Free Services

Worry-Free Services Endpoint Detection & Response

integrated Vulnerability Protection 

VDI Plug-in 

Apex One for Mac OS

Mobile Security – Suite Edition

Apex One

Server Protect for Multi Plattform File Server
Microsoft Windows / Novell NetWare / Linux

Cloud App Security for Office 365, Box, Dropbox, Google Drive

InterScan Messaging Security Virtual Appliance

InterScan Web Security Virtual Appliance

Smart Protection for Endpoints

Enterprise Security for Endpoints

Enterprise Security 
for Endpoints Light 

Enterprise Security for 
Communication and Collaboration    

Integrated Data Loss Prevention

integrated Endpoint Application Control

Endpoint Encryption

Mobile Security – Full Version

Worry-Free Services

Apex One as a Service

Apex One for Mac OS as a Service

Integrated Data Loss Prevention as a Service

Apex Central as a Service

IM Security for Microsoft Lync and Skype for Business

PortalProtect with DLP for Microsoft SharePoint

TippingPoint Security Management System

Cloud One

OT Defense Console 

TippingPoint TX-Serie

TippingPoint Security Management System

TippingPoint T-Serie

TippingPoint vTPS

Deep Discovery Inspector 
VA + DDAN as a Service

Container Image Security

Application Security

File Storage Security

Conformity

Sandbox as a Service

Virtual Mobile Infrastructure

Network Security

Workload Security

Portable Security

EdgeIPS

SafeLock

OT Defense Console 

Managed XDR, Detection and Response for Endpoints 

Managed XDR, Detection and Response for Messaging

Managed XDR, Detection and Response for Users

Managed XDR, Detection and Response for Networks

Managed XDR for Cloud Workloads

EdgeFire
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sWorry-Free Advanced  

Worry-Free Services Advanced  Worry-Free XDR

XDR for Users (SaaS only)   Endpoint Sensor as a Service

Apex One as a Service

Integrated Data Loss Prevention as a Service

Integrated Endpoint Application Control as a Service

Apex Central as a Service 

Integrated Vulnerability Protection as a Service

Deep Discovery Email Inspector VA

Deep Discovery Email Inspector

Deep Discovery Director - Network Analytics

Deep Discovery Analyzer

Deep Discovery Inspector Hardware/ VA

Deep Discovery Inspector

Email Security Standard

Email Security Standard

Email Security Advanced

Email Security Advanced

Web Security Advanced

Endpoint Sensor (integrated), on premise

Endpoint Sensor as a service XDR Edition

Apex Central

Apex Central

Premium Support

Cloud App Security for Office 365, Box, Dropbox, Google Drive

Key

Data Protection

Industrial Security

Management Tool

Endpoint Security

Managed XDR Service

Communication & Collaboration

Hybrid Cloud & Data Center Security

Network Defense

Gateway Security

management tool        

solution name 

1
The dotted line encircles all solutions/suites that 
can be administrated via a centralised management 
console. 

The continuous line encircles all solutions that are 
part of a suite.

Solution name

1

2

3

2

3

suite name 

=   hardware appliance

=   hosteted solution

=   virtual appliance

Deep Discovery Analyzer as a Service

Deep Discovery Inspector Hardware/ VA

Email Encryption

Web Security Standard

Smart Protection for Office 365  

Email Security Advanced

Cloud App Security for Office 365, Box, Dropbox, Google Drive

Trend Micro Cloud

Smart 
Protection 
Network*

PortalProtect for SharePoint

ScanMail for Microsoft Exchange

TippingPoint® 

Security for Mac
Endpoint Encryption

Mobile Security

 Deep Discovery Email Inspector

ServerProtect for Storage

Virtual Mobile Infrastructure

Deep Discovery Inspector/Analyzer

Deep Discovery Director Network Analytics

Apex One | Addons: XDR, Cloud Sandbox

ScanMail for IBM Lotus Domino

IM Security for Lync/Skype for Business

Firewall

InterScan Web Security Virtual Appliance

InterScan Messaging Security Virtual Appliance

Deep Security for SAP

Deep Security

Apex Central

Network of medium-sized 
businesses to large enterprises

Apex One as a Service | Addons: XDR, Cloud Sandbox

InterScan Web Security as a Service

Customer Cloud

Network 
Security

Workload 
Security

Container
Security

Application 
Security

File Storage 
Security

ConformityCloud OneStandard Email Security

Cloud App Security for Office 365

Advanced Email Security as a Service

Endpoint Security

Hybrid Cloud & Data Center Security

Gateway Security

Additional Protection

Communication & Collaboration

Network Defense

Management Tool

Apex Central as a Service

Smart Feedback allows Trend Micro 
to automatically analyze and provide   
solutions to threats before they spread.

*    

Network of small and 
medium-sized businesses

Worry-Free Advanced

Worry-Free Standard

Firewall

Worry-Free Services  (Standard or Advanced) | Add-on XDR

InterScan Web Security as a Service

Email Security (Standard or Advanced) | Add-on: XDR

Cloud App Security for Office 365

••   Additional product required
¡    Limited functionality
*      Component of Apex One Agent
 **   Range of functions depends on
        the acquired license
   

Security Suites

Solution Malware 
Protection

Web 
Reputation

Fire- 
wall

Machine 
Learning IDS/IPS Application Control Data Loss 

Prevention
Sandbox
Analysis Device Control Endpoint

Encryption
Mobile 

Security

Optimisation of
VDI  

environments
Mail Filter Web Filter XDR SaaS

XDR for Users • • • • • • • • • • •

Smart Protection Complete • • • • • • • •• • • • • • •

Smart Protection for Endpoints • • • • • • • •• • • • •

Enterprise Security Suite • • • • • •• ¡ ¡ • • •

Enterprise Security for Endpoints &  
Mail Servers • • • • • •• ¡ ¡ • •

EnterpriseSecurity for Endpoints • • • • • •• ¡ ¡ •

Enterprise Security for Endpoints Light • • • • •• ¡

Endpoint Security

Solution Malware 
Protection

Web 
Reputation

Fire- 
wall

Machine 
Learning IDS/IPS Application Control Data Loss 

Prevention
Sandbox
Analysis Device Control

File/Folder/
Full-Disk-

Encryption

System  
Lockdown

Consuming of  
Suspious Objects EDR

Apex One** • • • • • • • • • •• •

Apex One as a Service** • • • • • • • • • •• •

Endpoint Encryption •

Security for Mac* • • •

Communication & Collaboration

Solution Malware 
Protection

Web 
Reputation

Spam 
Protection

Phishing
Protection

Data Loss 
Prevention

Social 
Engineering Attack 

Protection

Email 
Encryption

Sandbox
Analysis

Consuming of  
Suspicious Objects

Business Email 
Compromise

Cloud App Security for Office 365 • • • • • •

InterScan Messaging Security • • • • • • • •• ••

PortalProtect for Microsoft SharePoint • • • •

IM Security for Lync and Skype for Business • • • •

ScanMail for Microsoft Exchange • • • • • •• ••

ScanMail for IBM Lotus Domino • • • • • •• ••

Email Security Standard • • • • • • •

Email Security Advanced • • • • • • • •

Deep Discovery Email Inspector • • • • • •

Web Gateway

Solution Malware 
Protection

Web 
Reputation

URL 
Filter

Phishing
Protection

Data Loss  
Prevention Application Control HTTPS/

SSL
Sandbox
Analysis

Consuming of  
Suspicious Objects

Machine 
Learning

InterScan Web Security Virtual Appliance • • • • • • • •• ••

InterScan Web Security as a Service • • • • • • • •

Endpoint Security: Mobile Security

Solution Malware 
Protection

Jailbreak 
Detection

Password  
Default

Selective 
Remote Wipe

Remote 
Locate/Lock Application Control Virtual Mobile 

Infrastructure

Separation of  
private &  

commercial data

3rd Party MDM 
Integration Encryption

Mobile Security • • • • • • • •

Virtual Mobile Infrastructure • • •

Endpoint Security: Small Business

Solution Malware 
Protection

Web 
Reputation Firewall Machine Learning URL Filter Spam

Protection
Data Loss 
Prevention

Sandbox
Analysis Device Control Phishing

Protection
Mac

Protection
Mobile 

Securityt
E-Mail-

Protection XDR

Worry Free XDR • • • • • • • • • • • • • •

Worry Free Advanced • • • • • • • ¡ • • ¡ •

Worry Free Standard • • • • • ¡ • •

Worry Free Services • • • • • ¡ • • ¡

Worry Free Services Advanced • • • • • • • ¡ • • ¡ •

Cloud App Security for Office 365 • • • • • •

Cloud & Data Center Security

Solution Malware 
Protection

Web
Reputation Firewall HIPS/HIDS File Integrity

Monitoring Log Inspection Virtual Desktop 
Infrastructure

Sandbox
Analysis

Consuming of  
Suspicious 

Objects

Agentless 
Protection Container Application Control

Deep Security • • • • • • • •• •• • • •

Deep Security for SAP Systems • • • • • •

ServerProtect for Linux •

ServerProtect for Storage 
EMC/Hitachi/IBM/HP/Fujitsu/NetApp •

Cloud One - Cloud Security

Solution Malware 
Protection

Web
Reputation Firewall Vulnerability Scan File Integrity

Monitoring Log Inspection Security as Code Cloud Compliance- 
Check

Container
Image Scan Cloud Storage Cloud Network 

IDS/IPS
Application 

Security

Network Security •

Container Image Security • • •

Appplication Security • •

File Storage Security •

Conformity •

Workload Security • • • • • • •

Network Defense: Protection against targeted threats and data breaches

Solution Identification of  
points of entry

Identification of 
C&C 

connections

Identification of 
internal 

distributions

Analysis of known 
Threats

Analysis of  
unknown Threats Blocks

Provision of Threat  
Intelligence/ 

Suspious Objects 

Sandbox
Analysis

Provision of 
„Indicator of 
Compromise“

Deep Discovery Inspector • • • • • • • • •

Deep Discovery Analyzer •• • • • •• • • •

Deep Discovery Email Inspector • • • • • • • •

Deep Discovery Director Network Analytics •• •• •• •• ••

Network Defense: Network-based IDS/IPS

Solution Identification of  
points of entry

Identification of 
C&C 

connections

Identification of 
internal 

distributions

Analysis of known 
Threats

Analysis of  
unknown Threats Blocks

Provision of Threat  
Intelligence/ 

Suspious Objects

Sandbox
Analysis

Provision of 
„Indicator of 
Compromise“

TippingPoint T-Series / TX-Series • • • • •• • ••

Industrial Endpoint Security

Solution Malware Protection Quarantine Self-
Protection

Asset / Inventory 
Collection

Application 
Whitelisting

USB Device 
Whitelisting Integrity Monitoring Write Protection Exploit Protection Root Cause Analysis OS Protection Mode

Management: 
Local / Remote 

Central

Trend Micro Portable Security 3 • • •
Computer Informati-
on, Windows Update, 

Applications
Windows, Linux Scan & Remediate •/-/ •

Trend Micro Safe Lock TXOne Edition • Applications (Installed / 
Approved / Blocked) • • • • • • Windows Log Only & Enforce •/•/ •

Industrial Network Security

Solution Asset / Inventory 
Collection

Network Mode: 
Transparent / Router

Protection Mode: 
Monitor / Protect

Management: 
Local / Remote / 

Central
OT Protocol Filter Virtual Patching Throughput Latency LAN Ports WAN Ports Other Ports Power

EdgeIPS Nodes, Versions, Com-
munication •/- •/• •/•/• • • 200Mbps+ <500 μs 2x 1000Mbps RJ-45 

(Hardware Failover) - USB-Type C (Console), 
1x USB 2.0 Dual 12/24/48 VDC

EdgeFire Nodes, Versions, Com-
munication -/•/ •/• •/•/• • • 200Mbps+ <500 μs 8x 1000Mbps RJ-45 2x 1000Mbps RJ-45/SFP RJ-45 (Console), 

1x USB2.0 Dual 9/12/24/48 VDC

Industrial Management Hardware

Solution Form Factor Network Ports Power Supply Other Ports Zone Size / max. 
# Nodes Storage

ODC-PA 1001K 1U Server (Rack Mount) 2x 1000Mbps RJ-45 Dual&HotSwap 
100~240VAC, 500W

1x USB 2.0, 

2x USB 3.0
Large / 1000 7TB (RAID 5)

ODC-PA 1500 1U Server (Rack Mount) 2x 1000Mbps RJ-45 Dual&HotSwap 
100~240VAC, 500W

1x USB 2.0, 

2x USB 3.0
Medium / 500 7TB (RAID 5)

ODC-PA 1200 Appliance (DIN Rail, Wall 
Mount, VESA Mount) 2x 1000Mbps RJ-45 24V DC(12-26V) / 130W 

AC Adapter
4x USB 2.0, 

4x USB 3.0
Medium / 200 1TB (RAID 1)

ODC-PA 1050 Appliance (DIN Rail, Wall 
Mount, VESA Mount) 2x 1000Mbps RJ-45 24V DC(12-26V) / 130W 

AC Adapter
4x USB 2.0, 

4x USB 3.0
Small / 50 1TB (RAID 1)

Industrial Management Virtualisiert

Solution Zone Size / max. 
# Nodes Storage Virtual Cores Memory

Virtual Appliance Medium / 500 256GB+ 
(Recommended) 16 32GB

Virtual Appliance Medium / 300 256GB+ 
(Recommended) 12 32GB

Virtual Appliance Medium / 200 256GB+ 
(Recommended) 8 16GB

Virtual Appliance Small / 100 256GB+ 
(Recommended) 4 16GB

Virtual Appliance Small / 50 256GB+ 
(Recommended) 4 8GB
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